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Introduction-1

Disaster can strike anytime, anywhere. It takes many forms—a hurricane, an earth-
quake, a tornado, a flood,  a fire, a hazardous spill, or an act of terrorism. An incident  
can build over days or weeks, or hit suddenly without warning. ICS is the national 
standard for response. 

The Incident Command System (ICS) helps ensure  integration of our response 
efforts. ICS is a standardized, on-scene, all-hazards approach to incident manage-
ment. ICS allows responders to adopt an integrated organizational structure that 
matches the complexities and demands of the incident while respecting agency and 
jurisdictional authorities.

This SMARTbook provides a detailed explanation of ICS as outlined in FEMA Emer-
gency Management courses 100, 200, 300, 400, 700, 703, and 800; including 
2015 updates. It is designed to serve as an introduction to ICS concepts, methods, 
and organization, as a pocket reference for experienced responders, or as a desk
reference for emergency planners, community leaders, or any responder involved in 
the Multiagency Coordination process.

Disaster Response SMARTbooks
Disaster management (or emergency management) is the term used to designate 
the efforts of communities or businesses to plan for and coordinate all the person-
nel and materials required to either mitigate the effects of, or recover from, natural 
or man-made disasters, or acts of terrorism. Defense support of civil authorities 
(DSCA) is support provided by federal military forces, Dept of Defense assets, and 
National Guard forces in response to requests for assistance from civil authorities for 
domestic emergencies, law enforcement support, and other domestic activities, or 
from qualifying entities for special events. 

SMARTbooks - DIME is our DOMAIN!
SMARTbooks: Reference Essentials for the Instruments of National Power (D-I-M-E: 
Diplomatic, Informational, Military, Economic)! Recognized as a “whole of government” 
doctrinal reference standard by military, national security and government professionals 
around the world, SMARTbooks comprise a comprehensive professional library 
designed with all levels of Soldiers, Sailors, Airmen, Marines and Civilians in mind. 

SMARTbooks can be used as quick reference guides during actual operations, as 
study guides at education and professional development courses, and as lesson 
plans and checklists in support of training. Visit www.TheLightningPress.com!

Note to Reader
(ICS SMARTbook)
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2-Introduction

References
(ICS SMARTbook)

The following references were used in part to compile “Disaster Response SMARTbook 
2: Incident Command System.” All references used to compile SMARTbooks are in the 
public domain and are available to the general public through official public websites and 
designated as approved for public release with unlimited distribution. The SMARTbooks do 
not contain ITAR-controlled technical data, classified, or other sensitive material restricted 
from public release. 

ICS Training Courses
ICS-100 Introduction to the Incident Command System: This independent study course 
introduces ICS and provides the foundation for higher level ICS training. It describes the 
history, features and principles, and organizational structure of the system. This course also 
explains the relationship between ICS and NIMS.

ICS-200 ICS for Single Resources and Initial Action Incidents: This independent study 
course is designed to enable personnel to operate efficiently during an incident or event 
within the ICS. ICS-200 provides training and resources for personnel who are likely to 
assume a supervisory position within the ICS. 

ICS-300 Intermediate ICS for Expanding Incidents: ICS-300 provides training and 
resources for personnel who require advanced knowledge and application of the ICS. This 
course expands upon information covered in the ICS-100 and ICS-200 courses. 

ICS-400 Advanced ICS: This course provides training and resources for personnel who 
require advanced application of ICS. This course expands upon information covered in ICS-
100 through ICS-300.

IS-700 NIMS, an Introduction: This independent study course introduces the NIMS 
concept. NIMS provides a consistent nationwide template to enable all government, private-
sector, and nongovernmental organizations to work together during domestic incidents.

IS-703: NIMS Resource Management: This course introduces resource management as 
described in the NIMS, and shows how systems for managing resources can be used to 
improve incident response.

IS-800 National Response Framework (NRF), an Introduction: The course introduces 
participants to the concepts and principles of the NRF.

Other Publications
FEMA Incident Action Planning Guide, FEMA, Jan 2012
National Incident Management System (NIMS) Incident Command System (ICS) 
Forms Booklet, FEMA, Sept 2010

Internet Resources
ICS Resource Center - https://training.fema.gov/emiweb/is/icsresource/index.htm
ICS Review Material: https://training.fema.gov/emiweb/is/icsresource/assets/reviewmateri-
als.pdf
ICS Position Checklists: https://training.fema.gov/emiweb/is/icsresource/positioncheck-
lists.htm
ICS Forms (Word Fillable): https://training.fema.gov/emiweb/is/icsresource/icsforms.htm
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ICS Purpose, Features,

I. Overview of ICS Purpose, Features and 
Principles

Reference: ICS-100 - Unit 2, ICS-100 - Unit 3

Why use ICS?
Disaster can strike anytime, anywhere. It takes many forms—a hurricane, an 
earthquake, a tornado, a flood, a fire or a hazardous spill, or an act of terrorism. An 
incident can build over days or weeks, or hit suddenly, without warning. 

A poorly managed incident response can undermine our safety and well-being. With 
so much at stake, we must effectively manage our response efforts. 

Although most incidents are handled locally, partnerships among Local, Tribal, State, 
and Federal agencies as well as nongovernmental and private-sector organizations 
may be required. As partners, we must respond together in a seamless, coordinated 
fashion. 

The Incident Command System, or ICS, helps ensure integration of our response 
efforts. ICS is a standardized, on-scene, all-hazards approach to incident manage-
ment. ICS allows all responders to adopt an integrated organizational structure that 
matches the complexities and demands of the incident while respecting agency and 
jurisdictional authorities. Although ICS promotes standardization, it is not without 
needed flexibility. For example, the ICS organizational structure can expand or con-
tract to meet incident needs. 

The Larger Picture
The Incident Command System is just one part of a larger integrated system of sta-
bility and response called the National Response Framework. It is used collectively 
through all levels of government, from Federal to Local, to ensure that in the case of 
an emergency, or any other situation that threatens the function of government, the 
services required to protect lives, preserve and maintain public infrastructure, and 
protect personal property are in place or restored as soon as possible. 

Within the National Response Framework the “how to respond to a disaster” por-
tion is called the National Incident Management System (NIMS). NIMS provides a 
consistent framework for incident management at all jurisdictional levels regardless 
of the cause, size, or complexity of the incident. NIMS is not an operational incident 
management or resource allocation plan, but rather a system of interlinking efforts. 
Each of these efforts has its own preparation, resourcing, and plans that provide for 
the activities required of that component. 

NIMS represents a core set of doctrines, concepts, principles, terminology, and 
organizational processes that enables effective, efficient, and collaborative incident 
management. 
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Now that we see where ICS fits in the National Response Framework we can recognize 
how the principles of preparedness, information, resources, plans and maintenance ap-
ply within the ICS.  You are encouraged to find out more about the NRF but the reason 
for this introduction was to plant the seed of the ideas of consistency of method and co-
ordination of effort as you study ICS. You will see these themes repeated over and over 
because they are the secret to success at every level of response. Keep this in mind as 
you learn the specifics of ICS. 

What is ICS?
• A standardized, on-scene, all-hazards incident management concept
• Enables a coordinated response among various jurisdictions and agencies 
• Establishes common processes for planning and managing resources
• Allows for the integration of facilities, equipment, personnel, procedures, and com-

munications operating within a common organizational structure
ICS is not a “stand alone” system. It is coordinated with other National programs 
designed to provide for the safety and security of everyone within its jurisdictions. The 
list below provides a few examples of other plans and regulations that apply or are 
interlinked with ICS. 

• National Incident Management System (NIMS) 
• Superfund Amendments and Reauthorization Act (SARA) – 1986 
• Occupational Safety and Health Administration (OSHA) Rule 1910.120 
• State and Local regulations 

When is ICS used?   
ICS can be used to manage any number of situations that require coordination of effort. 
Understand that ICS is not just about disasters. Even though it is used in disaster and 
emergency response it is not limited to those types of situations. ICS is about coordina-
tion of effort in any situation that requires people to work together towards a common 
goal. These can include:

• Natural hazards 
• Technological hazards
• Human-caused hazards
• Planned events

This is important to remember. ICS can be practiced every day. By using ICS principles 
in coordination of planning for events and activities an agency can become very profi-
cient at ICS before ever having to use it in response to a disaster.   

Why use ICS?
ICS is not just a good idea. ICS is a requirement in both a regulatory sense but more 
importantly in the need to avoid failure.  A big part of why we use ICS is based upon the 
Lessons Learned from using it (and not using it well).
ICS was developed in the 1970’s following a series of catastrophic fires in California. 
Property damage ran into the millions, and many people died or were injured. The per-
sonnel assigned to determine the causes of these disasters studied the case histories 
and discovered that response problems could rarely be attributed to lack of resources or 
failure of tactics.
The failure that caused death and destruction was specifically found in the lack of coor-
dination of effort.    
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Without ICS, incident responses typically result in: 
• Lack of Accountability, including unclear Chain of Command and supervision. 
• Poor communication, due to both inefficient uses of available communications 

systems and conflicting codes and terminology. 
• Lack of an orderly, systematic planning process. 
• No common, flexible, predesigned management structure that enabled command-

ers to delegate responsibilities and manage workloads efficiently. 
• No predefined methods to integrate interagency requirements into the management 

structure and planning process effectively. 
Using ICS enables us to avoid these weaknesses in all types of incident responses. In 
fact, its required by law. 

• The use of ICS is mandated by the National Incident Management System (NIMS). 
NIMS provides a systematic, proactive approach to guiding departments and 
agencies at all levels of government. It provides the private sector, and nongovern-
mental organizations a structure in which to coordinate and prepare for, prevent, 
respond to, recover from, and mitigate the effects of incidents regardless of cause, 
size, location, or complexity. NIMS also provides guiding priorities to focus efforts 
on the reduction of loss of life and destruction of property as well as protection of 
the environment. 

In addition to the NIMS mandate, the following laws require the use of ICS: 
• The Superfund Amendments and Reauthorization Act (SARA) of 1986 established 

Federal regulations for handling hazardous materials. SARA directed the Occupa-
tional Safety and Health Administration (OSHA) to establish rules for operations at 
hazardous materials incidents. 

• OSHA rule 1910.120, effective March 6, 1990, requires all organizations that 
handle hazardous materials to use ICS. The regulation states: “The Incident Com-
mand System shall be established by those employers for the incidents that will 
be under their control and shall interface with other organizations or agencies who 
may respond to such an incident.” 

Note that the Environmental Protection Agency (EPA) requires States to use ICS at 
hazardous materials incidents.
According to the National Integration Center, “institutionalizing the use of ICS” means 
that government officials, incident managers, and emergency response organizations 
at all jurisdictional levels must adopt ICS. Actions to institutionalize the use of ICS take 
place at two levels: 

• Policy Level: At the policy level, institutionalizing ICS means government officials 
(i.e., Governors, Mayors, County and City Managers, Tribal Leaders, and others) 
must: 

 - Adopt ICS through executive order, proclamation, or legislation as the jurisdiction’s 
official incident response system; and 

 - Direct that incident managers and response organizations in their jurisdictions 
train, exercise, and use ICS in their response operations. 

• Organizational Level: At the organizational / operational level, evidence that inci-
dent managers and emergency response organizations are institutionalizing ICS 
would include the following: 

 - ICS is being integrated into functional and system-wide emergency operations poli-
cies, plans, and procedures. 

 - ICS training is planned or underway for responders, supervisors, and command-
level officers. 

 - Responders at all levels are participating in and/or coordinating ICS-oriented exer-
cises that involve responders from multiple disciplines and jurisdictions.
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II. ICS Essential Features
Every profession is made up of tools and ways to use them. The same is true for the 
ICS. This means that there is an art to how tools are used to make them the most 
effective. The better someone understands how the tools and methods interact with 
each other, the greater that person’s potential for making the ART of emergency 
management work smoothly. By having responders who use a common methodolo-
gy across the whole spectrum of the response community the opportunity for similar 
efficiencies in application of the tools (the art) becomes a collective efficiency. 

Addressing the ART of response may sound like warm, fuzzy, wishful thinking but it 
is not. The military learned long ago that teaching common problem solving methods 
and having standardized means of communication allowed Soldiers who had never 
met before to communicate effectively under high stress situations. Additionally, in 
times of stress, they would approach a problem in a similar manner and collectively 
overcome challenges based on how they were trained to respond. This allowed for 
maximum individual ingenuity and problem solving to be expressed in ways that are 
recognizable and understandable to other Soldiers who would then join in to the 
effort and add their collective strengths to overcoming the challenge. The methods of 
the ICS use this same kind of recognizable frame work to maximize individual efforts 
and provide for the power of collective effort.   

ICS is made up of two kinds of tools; core system features which make up the 
working parts of the system, and the management principles which express uniform 
methodology for how those features are to be used. This section provides an over-
view of the basic features and principles of the Incident Command System (ICS). 
Understand that as you read more on the subject your understanding of the features 
and principles will evolve and you will become better at the art of leading and follow-
ing to complete goals and objectives within an ICS response.   

ICS Benefits
These “best practices” provide some very important advantages. ICS allows for the 
efficient use of resources which leads to the achievement of response objectives in 
the shortest time frame and at the lowest cost (in both lives and resources). These 
efficiencies help to ensure the safety of responders, faculty, workers, and others. 
This is important for two major reasons; first, during a disaster response because 
the preservation of people, equipment, and facilities allows for continued opera-
tions. Second, it provides the greatest opportunity for minimizing the loss of life and  
resources. 

A. Standardization 
Common Terminology
Using common terminology helps to define organizational functions, incident facili-
ties, resource descriptions, and position titles. 

Common terminology: This means no Codes (10 codes), lingo or jargon.  

The ability to communicate within ICS is absolutely critical. An essential method for 
ensuring the ability to communicate is by using common terminology and clear text. 

A critical part of an effective multiagency incident management system is for all com-
munications to be in plain English. That is, use clear text. Do not use radio codes, 
departmental codes, or jargon.

Common Response Methodology
Although Common Terminology is the primary tool provided in the function of Stan-
dardization there is also the greater scope of standardization within all the functions. 
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The following is an essential list of ICS Features. They are called essential functions 
because they are common to every ICS response and are a basic requirement for 
successful ICS implementation. 

A. Standardization
B. Command 
C. Planning/Organizational Structure
D. Facilities and Resources
E. Communication/Information Managment
F. Professionalism

   ICS Essential Features

A. Standardization 
• Common Terminology 
• Common Response Methodology

B. Command
• Establishment and Transfer of Command
• Chain of Command

C. Planning / Organization Structure
• Manage by Objectives
• Incident Action Plan (IAP)
• Modular Organization
• Manageable Span of Control

D. Facilities and Resources
• Comprehensive Resource Management
• Incident Locations and Facilities

E. Communication / Information Management
• Integrated Communication
• Information and intelligence Management

F. Professionalism
• Accountability
• Dispatch / Deployment
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B Base _________ 

C Camp _________

S Staging Area _________ 

Command Post _________

H Helibase _________

Helipad # ___S
H-3 

   ICS Graphic Symbols

Incident Command Post (ICP)
The Incident Command Post, or ICP, is the location from which the Incident 
Commander oversees all incident operations. Every incident must have some form 
of an Incident Command Post. An ICP is required to be established for every ICS 
response. There should only be one ICP for each incident, but it may change loca-
tions during the event. The ICP may be located outside, in a vehicle, trailer, or tent, 
or within a building. The ICP will be positioned outside of the present and/or potential 
hazard zone but close enough to the incident to maintain effective communication 
and command.

Command Post _________
Map Graphic and Naming Convention: on a map the ICP location appears as a blue 
and white square with the bottom right half of the square filled. On black and white 
maps the blue coloring will appear as black. It is important that the upper left of the 
graphic be colored white and not opaque so the graph is prominent on the map. The 
name of the ICP will be the incident name or fire complex. If the area or fire complex 
is called Storm Ridge, the ICP will be called the Strom Ridge Command Post. This 
ensures that there is not confusion about where information, material, and resources 
are to go to assist with the incident.  

Base

B Base _________ 

A Base is the location from which primary logistics and administrative functions are 
coordinated and administered. Activities like maintenance, responder health care, 
rest, and feeding take place here. Personnel and equipment will move from a Base 
to a Staging Area prior to entering into an active incident location. 
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Staging Areas are where operations ready personnel and equipment are gathered 
while waiting to be assigned. The sole purpose of a Staging Area is to provide a 
separate area for elements to stage in and depart from. No preparation or rest activi-
ties take place in the Staging Area. Think of a Staging Area as a launch point for 
operations. These locations are not permanent and can be occupied and stood down 
quickly. Staging Areas should be located close enough to the incident for a timely 
response, but far enough away to be out of the immediate impact zone. In large, 
complex incidents, there may be more than one Staging Area at an incident. Staging 
Areas can be co-located with other ICS facilities. They can be near a Base or Camp 
but should be should be a distinct and separate location to avoid confusion.  

See notes on Accountability in 
Chapter one under Professionalism .

Area of Operation

Staging Area: 
Gather ready resources 

prior to operational period 
to stand by and be ready 

to deploy into area of 
operations. 

Bases and 
Camps: 

Rest, Recovery,
Maintenance,
Eat, Sleep &
Prepare for 
operations

Map Graphic and Naming Convention: On a map the Staging Area appears as a white 
circle with a bold black S in it. It is important that the circle background is filled white 
and not opaque so the graphic is prominent on the map. The naming convention for a 
Staging Area describes the facility location. 

S Staging Area _________ 
After a Staging Area has been designated and named, a Staging Area Manager will 
be assigned. The Staging Area Manager will report to the Operations Section Chief, or 
to the Incident Commander if an Operations Section Chief has not been designated.
Staging Areas are different from Bases and Camps. Bases and Camps are areas 
where elements recover from past activities and prepare to conduct new activities. It is 
where they rest, refuel, eat, receive medical care, and conduct maintenance or repair 
of their equipment and any other activity related to preparing for future activities. 
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References: ICS-100 Unit 4: Incident Commander & Command Staff Functions, ICS-
100 Unit 5: General Staff Functions, ICS-200 Unit 4: Functional Areas & Positions.

Notes on References: ICS-100 – Unit 4, ICS-100 – Unit 5 & ICS200 - Unit 4. The 
discussion of the Command Staff and the General Staff are similar in each unit as 
the information is meant to be both repetitive and progressive. The ICS-200 unit 4 
course materials provide refinement on some General Staff position descriptions 
introduced in ICS-100 unit 4 & 5 course material as well as additional position 
descriptions. They are combined here in progression as laid out in the respective 
courses.

Chain of Command and Response Capability
ICS recognizes a difference between the people and equipment used to provide 
Chain of Command in an incident and the people and equipment used to mitigate 
the incident. Command and staff functions as well as the roles of deputies, officers, 
chiefs, directors, supervisors, leaders, and assistants all refer to authority within a 
Chain of Command. 

Example: When a person is assigned to a position of authority, for example: a 
doctor assigned as a medical Section Chief, is considered management within the 
Chain of Command. There are times when that same person will be described as a 
resource. When that is the case the person, in this example the doctor, who is as-
signed as to the medical Group as an emergency medical care provider is seen as a 
capacity to treat wounds in the same way a dump truck is seen as a capacity to haul 
tonnage. 

Within the ICS it is important to differentiate between Chain of Command and 
Response Capability. Both can incorporate people and equipment but the terms will 
provide clarity by describing the function the person or equipment provides.  

Naming Purpose and Meaning
Each new response element and their function within the response is described by 
the Organizational Level name they are given. The name Section, Branch, Units 
and others as described in the organizational charts all have specific meanings for 
where or how the element operates. This means you can tell a lot about a response 
elements function by the name they are given by the Incident Commander. It is 
important to keep in mind that none of these structures have a set number of people 
in them. Each element is sized (and expands and contracts) in accordance with the 
changing needs of the incident. 

Expanding Response  
Most incidents are usually small and managed in a short period of time. They require 
few additional response resources. However, an institution may become involved in 
a larger incident affecting the whole community and may be isolated. In such cases, 
a larger ICS organization may be required to manage the incident. Expanding inci-
dents will add supervisory layers to the organizational structure as needed. 
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The ICS supervisory titles are shown in the graphic. 

Organizational Level Supervisor Title 

Incident Command Incident Commander Deputy 

Command Staff Officer Assistant 

General Staff (Section) Chief Deputy 

Branch Director Deputy 

Division / Group Supervisor N/A 

Unit Leader Manager 

Strike Team / Task   Force Leader Single Resource Boss

Support Position Title 

Note that the expansion of the response organization goes hand in hand with the 
expansion of management personnel. Each new piece of response structure or new 
Resource that joins in the mitigation effort requires supervisory and support person-
nel to ensure the resources are applied as directed by the Incident Commander in 
accordance with the mitigation plan. 

Also note that the expansion of personnel and equipment on hand does not go hand 
in hand with the expansion of response organization. Each new piece of response 
structure or new resource that joins in the mitigation effort adds not only the man-
agement personnel but also the personnel and resources of the incoming agency or 
resource.

I. Incident & Deputy Incident Commander 
Make note of the difference in authority held by personnel on the staff. The Incident 
Commander and the Operations Section Chief are the direct Chain of Command. 
The Command Staff and the supporting functions of the General Staff support the 
direct Chain of Command but are not in the Chain of Command.

Operations 
Section

Planning 
Section

Logistics 
Section

Finance & 
Administration 

Section

Incident 
Commander

Safety
Officer 

Public 
Information 
Officer (PIO)

Liaison 
Officer

Command Staff

General Staff

Sample

Get this and other SMARTbooks at: www.TheLightningPress.com



ICS Command & Staff Functions  2-3

C
om

m
and

&
 Staff

C
om

m
an

d
&

 S
ta

ff

Functional Areas and Positions
Every incident requires that certain management functions be performed. The inci-
dent must be identified and assessed, a plan to deal with it developed and imple-
mented, and the necessary resources procured and paid for. Regardless of the size 
of the incident, these management functions still will apply. 
There are five major management functions that are the foundation upon which the 
ICS organization develops. These management functions refer to people and the 
products or services they provide. These functions also include the equipment re-
quired to perform these functions to include but not limited to buildings, computers, 
phones, radios, and even vehicles. These functions are:

Incident Command
Sets the incident objectives, strategies, and priorities and has overall responsibility 
for the incident. 

Operations
Conducts operations to reach the incident objectives. Establishes the tactics and 
directs all operational resources. 

Planning
Supports the incident action planning process by tracking resources, collecting / 
analyzing information, and maintaining documentation. 

Logistics
Provides resources and needed services to support the achievement of the incident 
objectives. 

Finance & Administration
Monitors costs related to the incident; Provides accounting, procurement, time 
recording, and cost analyses.

Sample
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Planning Leadership
The Planning Section will have a Planning Section Chief. The Planning Section Chief 
may have a Deputy. 

Planning Responsibilities
The Planning Section will have responsibility for: 

• Maintaining Resource Status
• Maintaining and Displaying Situation Status
• Preparing the Incident Action Plan (IAP)
• Developing Alternative Strategies 
• Providing Documentation Services 
• Preparing the Demobilization Plan 
• Providing a Primary Location for Technical Specialists Assigned to an Incident.

The Planning Section is typically responsible for gathering and disseminating informa-
tion and intelligence critical to the incident, unless the Incident Commander places this 
function elsewhere. 
One of the most important functions of the Planning Section is to look beyond the cur-
rent and next operational period and anticipate potential problems or events.
The major activities of the Planning Section may include: 

• Collecting, Evaluating, and Displaying Incident Intelligence and Information 
• Preparing and Documenting Incident Action Plans (IAP)
• Tracking Resources Assigned to the Incident 
• Maintaining Incident Documentation
• Developing Plans for Demobilization

See also p. 3-18.

B. Planning Section

Sample
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Planning Organization and Units
The Planning Section can be further staffed with four Units. In addition, Technical Spe-
cialists who provide special expertise useful in incident management and response 
may also be assigned to work in the Planning Section. Depending on the needs, Tech-
nical Specialists may also be assigned to other Sections in the organization.

Situation 
Unit

Documentation 
Unit

Demobilization 
Unit

Planning 
Section

Resources 
Unit

Technical 
Specialists

 

Resources Unit
Conducts all check-in activities and maintains the status of all incident resources. The 
Resources Unit plays a significant role in preparing the written Incident Action Plan. 

Situation Unit
Collects and analyzes information on the current situation, prepares situation displays 
and situation summaries, and develops maps and projections. 

Documentation Unit
Provides duplication services, including the written Incident Action Plan. Maintains 
and archives all incident-related documentation. 

Demobilization Unit
Assists in ensuring that resources are released from the incident in an orderly, safe, 
and cost-effective manner.

Technical Specialists  
• Are advisors with special skills required at the Incident? 
• Will initially report to the Planning Section, work within that Section, or be reas-

signed to another part of the organization? 
• Can be in any discipline required (e.g., epidemiology, infection control, chemical-

biological-nuclear agents, etc.)?
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References: ICS-200 Unit 2: Leadership & Management, ICS-200 Unit 3: Delegation 
of Authority & Management by Objectives, ICS-200 Unit 7: Transfer of Command.

   Leadership & Management Considerations

ICS works for a reason. The best practices addressed in ICS are not recommenda-
tions, they are requirements. Not just statutory requirements or arbitrary administra-
tive rules but rather hard learned requirements for success in incident response. It 
cannot be over stated that the early lessons of ICS are the results of learning things 
the hard way, from failures. People died and property was destroyed not because 
responders failed, but because responders were learning how to manage the level 

Command
Chain of Command = Authority, Responsibility, and Accountability
Unity of Command = Everyone reports to only one superior
Span of Control = Safety and Accountability (3-7 subordinates)

Communication Cover down, Talk across, & Listen up
Common Terminology = Consistency of Terms, No jargon or acronyms 
Formal Communication = Official Orders, Plans (IAP), Reports,  
     Briefings, & Products
Informal Communications = Cross Talk and Situational Awareness,

Leadership
Responsibility, Duty, Commitment, Respect, Integrity, & Self Improvement

Establishing New Structure
Why = Span of Control & Need for Expertise
What = Assist Leadership & Perform a Function
How = By Geographic area, Complexity of Task, or Requirement of 
     Expertise

Section, Branch, Division, Group, Strike Team, Task 
Force, Single Resource & Unit 

Management by Objectives
Goals > Objectives > Plans > Direct efforts > Measure Success >  
     Document  

Command Concepts and Tools
Delegation vs. Scope of Authority, Transfer of Command &  
     Documentation

C
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ICS Leadership
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of chaos that is inherently present during an Incident. Mistakes were made in the 
learning process. The intent of ICS is that these mistakes not be made again. 

This means when ICS says it is good to keep management within the Span of 
Control we know this is true because when Span of Control was not used in the past 
it caused failures. Seek out the history of the 1970s California wild fires and the de-
velopment of FireScope for the rational and specifics of its development if you desire 
to know more about how tough those lessons were. 

With these thoughts in mind use this chapter to learn; not just about what to do, but 
also why it is done this way. When you get to the point where you can explain the 
rational and importance of these methods to others you will be getting close to being 
able to use them with real effectiveness. As leaders this must be our goal because 
every decision made potentially affects a human life in a hazard situation.  

Note of clarification: For the purposes of the discussion in this chapter, the term 
“element” is used as a generic reference to any level of structure; Section, Branch, 
Division, Group, Strike Team, Task Force, Single Resource or Unit. Be aware that 
there is no command structure in ICS called an “element” and the term is used in a 
general descriptive sense.   

 I. Leadership & Management
This chapter on Leadership and Management provides a more detailed look at the 
following ICS features: 

• Chain of Command
• Unity of Command 
• Span of Control 
• Leadership in Incident Management 
• Common Terminology

A. Chain of Command
It is important to spend some time thinking about Chain of Command; why ICS uses 
it, its aspects and components, and our roles as individuals within it. The rationale of 
Chain of Command in ICS is that it permits coordination of different Individuals and 
Groups engaging in specialized tasks in order to accomplish incident objectives. In-
dividuals or Groups engaged in specialized tasks do not always have the opportunity 
to see the big picture so authority is placed over those individual efforts to coordinate 
the collective goals. 

By definition, a Chain of Command is a formalized hierarchy of authority, responsibil-
ity, and accountability where those at the top of the formalized hierarchy direct and 
control the respective activities of personnel assigned within that hierarchy, within 
the scope of their authority. 

Authority: authority is a right or obligation to act on behalf of a department, agency, 
or jurisdiction. Authority in ICS also indicates the official recognition of an individual’s 
certification and experience (capacity and capability) to provide effective leader-
ship during an incident. The justification for granting authority in the United States is 
based upon our form of government, so ICS authority originates ultimately from the 
consent of the governed via their elected officials. This means authority is granted 
from the people and should never be used for any purpose other than the protection 
of the people.  

The Scope of Authority will be addressed in more detail later in this chapter, but 
for now it should be accepted that those with Command Authority can give orders to 
others within the limits of the law. Do not confuse authority with “power”. The “power” 
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C. Leadership and Integrity
Integrity is found in how you value yourself. You must be in charge of yourself, be-
fore you can be in charge of others. Leaders with integrity separate what is right from 
what is wrong and act according to what they know is right, even at personal cost. 
Your position of leadership means you are a shield for all those who serve under your 
authority. Good leaders serve those who follow them.  

Make Good Decisions
Protect your team and their resources (including time) within reason. This means not 
disrupting other teams or efforts. To the best of your ability preserve everyone’s ability 
to complete their respective missions. You can do this in your decision making. 

Wait
Be calm in your deliberations and decisive in your actions. This does not mean to be 
slow, it means do not let the situation command you. Keep your head and think.

Think
Consider everything you know and think multiple steps forward; second and third 
order effects will be important to you and your team. Be the wise leader.

Judge
Judge the situation in accordance with your authority, capability, and capacity. Affect 
what you can and call for assistance for what you cannot. Ask, “Should it be done?” 
and then ask, “Are we the ones who should do it?”  

Act
Be decisive and have the moral courage to do what needs to be done, what is right, 
and what is within your ability and authority (both moral and jurisdictional). This can 
be difficult. Choosing between right and wrong is easy. Making good decisions when 
there are no good options is where leaders make their mark. 

Integrity means knowing yourself and seeking improvement. 
• Know the strengths/weaknesses in your character and skill level 
• Ask questions of peers and superiors
• Actively listen to feedback from subordinates 

Integrity means seeking responsibility and accepting responsibility for your actions. 
• Accept full responsibility for and correct poor team performance. Remember that 

as a leader  you are responsible for everything that happens and fails to happen 
within your authority. If your team fails, find what YOU did wrong. Were orders 
not clear? Were resources not  available? Was the task too great for your team?

• Credit subordinates for good performance. When your team succeeds give them 
the credit  they deserve. Your superiors will know you lead well. Give the credit to 
the team as a  whole.

• Keep your superiors informed of your actions. Higher commands need informa-
tion like a  body needs food. Keep the body fed and it will function well. This has 
definite advantages. Keeping your command informed will allow them to task you 
effectively and keep you well supplied and properly rested. A command cannot 
protect a resource who does not keep them informed of their situation. Support 
the command by giving them the information they require and they will be better 
able to support the people who serve as resources.
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A. Scope of Authority
(Limitations on Delegated Authority)
Scope of Authority is a term used in law to describe the limits of authority granted to an 
individual in a leadership position. Scope has several aspect including, but not limited 
to, “where”, the geographic area of one or more jurisdictions where their authority is 
recognized, “when” the duration of the authority and limitations what conditions can 
end that authority, “what", the type and kinds of things they can direct, and “whom”, the 
resources in personnel, equipment and funds available to the command.  
An Incident Commander’s Scope of Authority is derived in the same way as Delega-
tion of Authority. Understand the difference; one is where authority comes from and the 
other is the limits of the authority. It is a subtle difference but an important one. Scope 
of Authority is defined in two ways. 

• First is when the authority is already granted through existing laws, agency poli-
cies, and procedures. This would be the case in a larger city where the relation-
ship between jurisdictions is already well established, coordinated, and practiced 
with hierarchies in place and personnel already certified and hired to serve in 
specific leadership roles. 

• The second method is when a hierarchy does not exist and an ICS hierarchy 
needs to be established. In this case the Scope of Authority would be granted 
through a Delegation of Authority from the agency administrator or elected official. 
When this second method is used the Delegation of Authority should include the 
following elements to establish the Scope of Authority. 

   - Legal authorities and restrictions
   - Financial authorities and restrictions
   - Reporting requirements
   - Demographic issues 
   - Political implications
   - Agency or jurisdictional priorities
   - Plan for public information management 
   - Process for communications 
   - Plan for ongoing incident evaluation 

The delegation should also specify the conditions or time frame that will end the Del-
egation of Authority prior to a Transfer of Command or release.

Implementing Authority  
(Once you have it, what will you do with it?)
Within his or her Scope of Authority, the Incident Commander establishes incident 
objectives, then determines strategies, resources, and ICS structure. The Incident 
Commander must also have the authority to establish an ICS structure adequate to 
protect the safety of responders and citizens, to control the spread of damage, and to 
protect the environment.
The methodology for performing this herculean task of leadership is described in detail 
in the plans chapter. It is a fairly specific process and will require study and contempla-
tion to master, but once mastered it has a curtain flow that lends itself to efficiency. It 
is designed this way and works well. What follows in the remainder of this leadership 
chapter is a discussion of what an ICS leader will want to accomplish. It is an overview 
of the plans process but not a complete description. It is important to learn the goals 
and general methods first so that the detailed instructions of the planning process will 
make more sense when it is introduced. 
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B. Management by Objectives
At its most basic level ICS is Management by Objectives, determining what needs to be 
done and organizing resources to accomplish those goals. Objectives are communicat-
ed throughout the entire ICS organization through the incident planning process which 
is then expressed in the form of the Incident Action Plan (IAP). 
See 5-22 for further discussion of the IAP.
Management by Objectives includes: 

• Establishing overarching objectives
• Developing and issuing assignments, plans, procedures, and protocols
• Establishing specific, measurable objectives for various incident management 

functional activities
• Directing efforts to attain them, in support of defined strategic objectives
• Documenting results to measure performance and facilitate corrective action

Management by Objectives Process
The process for establishing and implementing incident objectives involves: 

Step 1: Understand Agency Policy and Direction. 
Step 2: Assess Incident Situation. 
Step 3: Establish Incident Objectives. 
Step 4: Select Appropriate Strategy or Strategies to Achieve Objectives. 
Step 5: Perform Tactical Direction. 
Step 6: Provide Necessary Follow-Up. 

Important Note: Scope of Authority can affect the kinds of objectives you are allowed 
to set. The Incident Commander must have a firm grasp of the policies and direction of 
his or her agency or jurisdiction. The laws, regulations, and policies of any agency or ju-
risdiction will govern the Incident Commander’s Scope of Authority to act and, therefore, 
the objectives they can establish. An Incident Commander should never act or even plan 
outside of their Scope of Authority without coordination with higher authority. This does 
not mean that should not do what is right and required but that they should go to the 
higher authority for coordination and permission before operating outside of their Scope 
of Authority. The best example of how this works is to look at an expanding incident.
In an initial incident, a size-up is done to set the immediate incident objectives. The first 
responder to arrive must assume command and size up the situation by determining 
the nature and magnitude of the incident. To do this they will identify the hazards and 
safety concerns facing response personnel and the public, issue immediately required 
warnings and directives for evacuation, identify injuries and casualties, and determine 
any requirements to secure or isolate the area.  
From these initial determinations the first responder on the scene identifies the immediate 
priorities and resource requirements. These may be well beyond their capability or Scope 
of Authority. At this point they will “call higher”, initially through their regular dispatch, to 
communicate that the situation requires greater resources. Once this is done they facili-
tate the incoming authority by selecting an initial location for the Incident Command Post 
and Staging Area and identifying safe entrance and exit routes for responders.
This same general process can happen at a larger scale at all levels of ICS response. The 
lesson learned is that each authority can assess and operate within their respective author-
ity and facilitate for the arrival and assistance of the next higher level without violating their 
Scope of Authority or any legal limitations. The key to success in this is communication.
See also p. 1-10.
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C. Delegation of Authority Process (How Authority 
is Granted)

The process of granting authority to carry out specific functions is called the Del-
egation of Authority. A Delegation of Authority grants authority to carry out specific 
functions. It is issued by the chief elected official, chief executive officer, or agency 
administrator in writing or verbally. 

It allows the Incident Commander to assume command but does NOT relieve the 
granting authority of the ultimate responsibility for the incident. Remember the dis-
cussion on Chain of Command and how accountability always moves up the chain. 

Ideally, this authority will be granted in writing. Whether it is granted in writing or 
verbally, the authorities granted remain with the Incident Commander until such time 
as the incident is terminated, or a relief shift Incident Commander is appointed, or 
the Incident Commander is relieved of his or her duties for just cause.

Delegation of Authority is defined by the situation and law, the requirement of a 
Delegation of Authority has similar requirements. A Delegation of Authority may not 
be required if the Incident Commander is acting within his or her existing authorities. 
As in the case of an emergency manager who already has the authority to deploy 
response resources to a small flash flood or a fire chief probably who has the author-
ity (as part of the job description) to serve as an Incident Commander at a structure 
fire. A Delegation of Authority is needed when the incident is outside the Incident 
Commander’s jurisdiction, when the incident scope is complex or beyond existing 
authorities, or when required by law or procedures.        

VI. Transfer of Command
A Note on Terminology: The terms Transfer of Authority and Transfer of Command 
are sometimes used interchangeably but they are not the same thing. One is a sub-
set of the other. A Transfer of Authority refers to any transfer of any kind of authority. 
A Transfer of Command is a subset of this and refers to the specific authority of 
Command, and specifically refers to the change of an Incident Commander. Under-
stand the difference between the two definitions as you read any ICS documents, 
including this one. 

In an incident of any significant duration (i.e. over 12 hours) and in some other 
situations there will be a need to transfer authority to a new Incident Commander.  
When this happens a specific process is followed to ensure the transfer is correct, 
complete, documented, and communicated. This examination of the process cov-
ers the leadership considerations; the reasons and rationales of why a transfer of 
authority / command takes place. The Transfer of Command briefing is a big part of 
this process and although mentioned in this discussion, the details of the briefing 
and its conduct are covered in Chapter 6, Briefings. The intent of this discussion is 
to describe the process of Transfer of Command and list the essential elements of 
information involved in Transfer of Command in respect to leadership.

Transfer of Command is the process of moving the responsibility for incident com-
mand from one Incident Commander to another. Transfer of Command may take 
place for many reasons, some reasons are just part of dealing with an expanding in-
cident, others are for purely legal reasons, and some reason are for cause to replace 
an ineffective Incident Commander.  

Some things to keep in mind about the position of Incident Commander are that it is 
not just a figurehead position. It is not a prize or a badge of honor. It is an operational 
position that requires intelligence and knowledge to execute properly. The Incident 
Commander must be pragmatic and selfless in their service to every person under 
their command. 
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References: ICS-100 Unit 6: Unified Command, ICS-300 Unit 3: Unified Command, 
ICS-400 Unit 4: Area Command, ICS-400 Unit 5: Multiagency Coordination

What is Complexity?
Complexity in respect to Incident Command is not the effects of the disaster. Hur-
ricane Katrina and Super-storm Sandy were big disasters but neither were complex 
as an event; they were complex as a response. Complexity is related to the human 
interaction in disaster response, not to the physical damage or geographic area af-
fected by a disaster. Understand this difference and you will have gone a long way  
to understanding how to deal with Complexity. 

Communication > Cooperation > Command

First there must be effective Communication so there is understanding.

Where there is understanding there can be Cooperation.

Where there is cooperation, Command is effective.

The Three Cs

   The Three Cs

ICS uses Command and Coordination to turn Complexity and Confusion into 
Cooperation and Unity of Effort.

This is a simple concept that is very difficult to achieve. But with a cooperative attitude, 
standardized training and consistent application of ICS principles, Complexity can be 
overcome. The strength of ICS is found its ability to have many jurisdictions and disci-
plines involved in mitigation and still communicate, focus effort and function effectively. 

Complexity is a very broad subject that covers aspects from loose concepts to 
specific methods and it is, by its very nature, a confusing and frustrating subject. The 
ICS leader(s) who can master the control of Complexity will be the most effective at 
disaster mitigation and reduction of aftermath. 

This chapter is an introduction to methods of ICS that deal with higher levels of juris-
dictional and operational Complexity. It is important to get a complete and firm grasp 
on ICS fundamentals before moving on to the components of the National Incident 
Management System (NIMS). For now concentrate on learning why these organiza-
tional structures are used. These fundamentals will be very helpful when you move 
on to learning how these organizational structures are developed, maintained, and 
deployed. In this chapter the descriptions of the forms and structures will move back 
and forth between Federal, State and Local. They are so intertwined that it is impos-
sible to separate them. While this is a good thing for ICS it makes it problematic to 
compartmentalize in description. Be mindful of the different aspects being described 
and how they intertwine at the different levels of government.
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Types of Commands and Coordination
This chapter introduces Unified Command, Area Command, and Multiagency Coordina-
tion as specific methods of reducing incident Complexity. Each of these subjects ad-
dresses the difficulties of Complexity in a different way and they are almost always used 
in some combination with each other. As you read the chapter make note of how each 
of these three methods are interconnected with the other two, as well as having aspects 
that are independent of the other two. 
The hinge pin that holds a complex incident response together is Multiagency Coordina-
tion (MAC). Even if the agencies have not trained and rehearsed ICS together they will 
still use MAC. Unified Command and Area Command can be used separately or together 
based upon the jurisdictional or geographic requirements of the incident respectively. 
This mix of methodologies provides ICS leadership with options for incident response 
flexibility when dealing with jurisdictional (conceptual) Complexity and geographic (physi-
cal) Complexity. Endeavor to understand the balance between them and to see how they 
work together in ICS to create a stronger and more effective mitigation response. 
Although we will address Multiagency Coordination last in this discussion it is important 
to understand that Unified Command and Area Command are in reality separate meth-
ods of command and coordination that are utilized within Multiagency Coordination. This 
order of presentation is to familiarize you with the aspects of Complexity before we go 
into how to reduce it. 

Before an Incident During an Incident After an Incident

Unified Command

Area Command

Cooperative events
Training & Rehearsals

Building formal and 
Informal relationships  

Building trust & confidence 
in each others abilities

Cooperative operations based 
on training & rehearsals

Working with agencies via formal 
and Informal communications

Integration of skills based on 
trust, confidence & mutual 
respect in each others abilities

Adjustment of training based on
lessons learned

Maintaining professional
working relationships

Sharing skill sets, perspectives, 
and experience based in mutual
respect and confidence 

EOCs & JICs (as needed) 
Multiagency 
Coordination

Like all training and operational processes, Multiagency Coordination is cyclic.
Once you finish one incident you begin to train, resource, and rehearse for the next.

Multiagency 
Coordination

I. Unified Command
Unified Command allows for coordinated efforts where there is jurisdictional Complexity. 
It can be used in a single area or in conjunction with Area Command. Unified Command 
is established in response to an incident as part of ICS. It is a style of command and 
coordination that is used when a single Incident Commander is not practical due to the 
jurisdictional Complexity of an incident. This can be related to the size of an incident but 
understand that in this case “size” equates to  “too many jurisdictions”.
See pp. 4-4 to 4-8 for further discussion of unified command. 
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You will also discover that patterns of priority, ideals, form, function, and structure will 
be repeated in the descriptions of the National Response Framework, National Inci-
dent Management System, and Incident Command System. The similarity is not an 
accident. The different agencies and levels of government are designed to be similar 
in function even when separate in scale in order to work in harmony with each other. 
The needs of the lower jurisdictions are “nested” in the support goals of the higher 
jurisdictions.  Harmony may seem to be an odd word to use to describe government 
functions, but it is a prefect word to use when describing Multiagency Coordination. 

As you read this chapter you will receive explanations in parts that may seem, in 
the beginning, to be incomplete. The Complexity of the interactions requires this but 
upon completion of the chapter you will have all the parts required to see the whole 
picture and the dynamics within it.  

I. Unified Command
Unified Command applies ICS in incidents involving multiple jurisdictions or agen-
cies. This may be the case in the event of large scale incident where many jurisdic-
tions are affected but a single effort to mitigate the effects is desirable. Incidences 
in populated metropolitan areas are good candidates for Unified Command where 
it enables institutions and agencies with different legal, geographic, and functional 
responsibilities to coordinate, plan, and interact effectively. 

Agencies work together 
to provide the same 
products and guidance 
that would come from 
an Incident Commander. 

Operations 
Section

Planning 
Section

Logistics 
Section

Finance & 
Administration 

Section

Unified 
Command

Safety
Officer 

Public 
Information 
Officer (PIO)

Liaison 
Officer

Command Staff

General Staff

Agency

Agency

Agency

Agency

Agency

Everything under the Unified Command 
stays the same as far as the form and 
function of ICS is concerned. Just as if 
there was one Incident Commander.  

Personnel from the participating command 
agencies are used in the Command and 
General Staff, but now work for the 
collective goals rather than just for their 
agency. 

Groups Centers

Coordination of different 
Jurisdictions and levels 

of Government.

Multiagency 
Coordination  
Structures 

ICS Command
Structure 

Command still has only one voice. 

   Unified Command

The Incident Commanders within the Unified Command make joint decisions and 
speak as one voice. Any differences are worked out within the Unified Command. 
This is not “command by committee” but rather a joint effort where each jurisdiction 
(geographic) or discipline (function) with a vested interest in the incident mitigation is 
represented in the collaborative decision making process. 

The greatest advantage to Unified Command is the ability to have different disci-
plines take the lead with their expertise at different times during the incident. As 
an example; the police may take the lead in the beginning of a civil disturbance to 
coordinate establishing security, fire fighters may then pick up the lead when the 
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D. National & Regional Level MAC Structure
National Operations Center (NOC)
The NOC is the primary national hub for domestic incident management operational co-
ordination and situational awareness. The NOC is a standing 24/7 interagency organiza-
tion fusing law enforcement, national intelligence, emergency response, and private-sec-
tor reporting. The NOC facilitates homeland security information sharing and operational 
coordination with other Federal, State, Local, Tribal, and Non-government EOCs.
National Response Coordination Center (NRCC)

• Coordinates Federal resource deployment
• Provides operational support to regional field structures (Federal EOCs, JICs & JFOs)
• Develops strategic goals for Federal objectives
• Serves as an information conduit from the federal level to other Federal, State, 

Local, Tribal, and Non-government agencies 
The NRCC is a multiagency center that provides overall Federal response coordination 
for emergency management program implementation (including both Stafford Act and 
non-Stafford Act incidents). FEMA maintains the NRCC as a functional component of 
the National Operations Center (NOC) in support of incident management operations. 
The NRCC replaces the Emergency Support Team.

Regional Response Coordination Center (RRCC)
• Establishes initial Federal objectives for an incident
• Provides Federal Support to the States affected by an incident
• Deploys teams to establish the Joint Field Office (for those functions) at the incident

The RRCC is a permanent activity established in a standing facility operated by FEMA. 
It is activated to coordinate regional response efforts, establish Federal priorities, and 
implement Local level Federal program support. The RRCC establishes communications 
with the affected State Emergency Management Agency and the National Response Co-
ordination Center (NRCC), coordinates deployment of the Emergency Response Team-
Advance Element (ERT-A) to field locations, assesses damage information, develops 
situation reports, and issues initial mission assignments. The RRCC operates until a JFO 
is established in the field and / or the Principal Federal Officer, Federal Coordinating Of-
ficer, or Federal Resource Coordinator can assume their National Response Framework 
(NRF) coordination responsibilities. The RRCC replaces the Regional Operations Center.Sample
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References: ICS-300 Unit 5: Planning Process

I. Plans
A plan is a mental tool. It provides order where there is chaos through forethought 
of preparation and priority of effort. Some plans are “stand alone” plans. They begin 
and end within themselves. There are no “stand alone” plans in the field of disaster 
preparedness or emergency response. Take this lesson to heart and understand that 
every response plan in the United States, from the Presidential directives that say 
“we should have a plan”  to the Standard Operating Procedures for how to set the 
bone of a broken leg, are linked within one conceptual stream of thought that repre-
sents “our way” of provided emergency response. All plans need to be understood 
within this context. This is especially true of Incident Action Plans because the IAP 
is where the “rubber meets the road” for emergency response. Every other plan is 
preparation, an IAP is application. 

In order to put the Incident Action Plan into context it is prudent to take a look at 
where the IAP fits into the big picture of response plans. The reason for this is that 
many people look at plans as if they stack in layers, one upon the next, each having 
its own “space” and separate from those above it or below it. This is not so. Although 
the actions within plans can stratify along jurisdictional lines, a better description 
would be to say all plans are inter-linked and dependent upon the all other plans. 
Plans are links in a long chain. If any one of them fails the chances are good that 
other plans, no matter how individually sound, will fail also. 

To illustrate this interconnection a short description of Federal plans and the different 
functions they serve is provided here. A more complete description of Federal plans 
and their individual components can be found in Book #1 of this series (National 
Response Framework) but this short introduction will assist you in understanding the 
role the IAP plays within the full scope of a response effort. 

After the introduction to Federal plans there is an important discussion on the com-
ponents of plans and definitions of terms used in and around plans and planning. 
These components and terms will become important to your ability to understand 
what any particular plan really does and how it fits into the larger response effort. 
National response is complex and understanding these terms will help put each plan 
into context. As you will discover, context (or interaction between plans) is important.  

When the discussion does get to the IAP you will see the linkage that provides for 
success in an IAP that is provided through a set of “nested” planning components 
that start at the National level (which provide authority, directives, definition, and 
eventually logistics) and come to fruition with direct support to an IAP at the Local 
level.  

All of this is important for one of two reasons; if you are an ICS leader you will need 
to understand how plans work, and as a responder you should have enough confi-
dence in the process to trust that the plans will work.  
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II. Federal Plans and their Relation to ICS 
and Incident Action Plans

Each separate Federal plan is one piece of a series of plans that interconnect to 
form what is collectively called the National Response. Reading a lone plan without 
the context of its relationship with other plans leaves the reader with an incomplete 
picture of the National Response as a whole. If you are reading a Federal plan and 
see a void or aspect that is not addressed, it only means that you need to go find 
the plan that meets that part of the need in the National Response. Sometimes 
finding all the plans required to meet all the national goals is difficult, but here are 
a few of the Federal plans that will have a significant impact on how things will 
work during a National Response to a disaster. A short description of the general 
concepts and priorities and methods of each plan will be provided with notes on how 
they interconnect with other Federal plans. For the purposes of our discussion, the 
goals of governance will be identified when they match a major aspect of the plan. 
Although not specifically addressed in ICS, the tenets of governance are important 
to response. (For a complete discussion on governance see book 3 in this series, 
Disaster Preparedness)  

1. Presidential Defense Directive 67 (PDD 67): 
Enduring Constitutional Government and Continuity of 
Government Operations, 21 October 1998
This defense plan is a classified document and its contents are secret. The exis-
tence of the plan is not a secret, but the aspects of the plan are secret. It is the direc-
tive for all branches of government (including some programs and agencies that are 
not mentioned openly) and provides detailed standards for how the U.S. will respond 
to a major catastrophic event. The text of PDD-67 has not been released, and there 
is no White House fact sheet summarizing its provisions. It makes a certain amount 
of common sense not to openly display our defense and security plans. This is done 
to ensure the National Response plans for the U.S. are not countered by an op-
ponent reverse engineering our plan in order to find (or create) vulnerabilities. What 
we do know about PDD 67 comes from the non-secret Continuity of Operation and 
Continuity of Government plans that were written at the direction of PDD 67 for the 
subsequent branches of government. This is open-source (meaning unclassified and 
open to media release) information and can be quite revealing. 

The President will coordinate the cooperative efforts of National Response, not con-
trol or direct. This means the separate branches of government will stay separate, 
and the sovereignty of the States is preserved. This specification that the President 
will not have “special executive powers of authority” is important. We will see the 
theme of the preservation of authority within State and Local level jurisdictions 
repeated throughout the plans. This is the best indication of the government’s inten-
tion to help without taking over. The executive branch, being the largest branch of 
government, has well-defined plans that offer a good view of the goals and methods 
of the plans.  

2. Federal Continuity Directive 1 (FCD 1): Federal 
Executive Branch National Continuity Program and 
requirements (Feb 2008)
This is the overall plan on how the executive branch of the Federal Government will 
respond to a major disaster. This is the order for what is to be done. It is a Continuity 
of Operation, or COOP, plan which means its purpose is to ensure that the essential 
functions of government do not completely break down by directing the organiza-
tions, agencies, and departments of the executive branch to identify their respective 
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mission functions. Mission functions are important because they identify services 
that the government must provide to the people.  

Primary Mission Essential Functions (PMEF): These functions are those tasks 
each organization must ensure continue in a seamless and immediate manner. 
Plans for PMEFs are made independently by each organization and simultaneously 
with other plans.

Mission Essential Functions (MEF): These functions are those tasks each organi-
zation must ensure they can continue to provide or resume rapidly after a disruption. 
Plans for MEFs are made independently by each organization and simultaneously 
with other plans.

It provides annexes to give specific direction on a variety of who, what, when, where, 
and why issues. It issues standards, timelines, redundancies and testing require-
ments to ensure the separate parts of the executive branch can perform their duties 
in case of a disaster. What it does not say is how to do these things, leaving the 
details to the individual organizations.   

There was some confusion when Federal Continuity Directive (FCD) 1 was released 
in 2008: the legislative and judicial branches were nowhere in the plan! They were 
not directed, included, or even addressed. Some people took exception to this and 
mistakenly believed that the President had made a plan for National Response 
without the benefits of the legislative or judicial branches. This, of course, is not 
true. Because FCD 1 is the Continuity of Operations Plan (COOP) for the executive 
branch, the plan only addresses the executive branch. The President has no author-
ity to direct the legislative or judicial branches in any way. FCD 1 was designed to 
coordinate with the plans of the other branches of government as outlined in the 
Continuity of Government and Enduring Constitutional Government plans. This is a 
good example of the issue of a seemingly incomplete plan being misread by people 
who do not understand the purpose of each of the COOP, COG, and ECG plan 
types.  

A review of FCD 1, Annex D: Essential Functions provides the details that appeared 
to be missing from the plan. It spells out exactly what the goals of the plan are along 
with the authorities and responsibilities of the different branches of government. As 
described earlier in this chapter, the participants in the plans are all three branches 
of the Federal Government, who hold the resources and moneys needed for 
National Response; the State, Local, Territorial, and Tribal Governments, who hold 
most of the authority; and private-sector critical infrastructure owners and operators, 
who control the capability for production and manufacturing. 

3. Executive Order 12656, Assignment of Emergency 
Preparedness Responsibility 
This document provides specifics on the areas of responsibility for the Departments 
of Agriculture, Commerce, Defense, Education, Energy, Health and Human Services, 
Housing and Urban Development, Interior, Justice, Labor, State, Transportation, 
Treasury, Environmental Protection Agency, Federal Emergency Management 
Agency (FEMA), National Aeronautics and Space Administration (NASA), National 
Archives and Records Administration, Nuclear Regulatory Commission, Office 
of Personnel Management, Selective Service System, Tennessee Valley Author-
ity, United States Information Agency, United States Postal Service (USPS), the 
Veterans Administration, and the Office of Management and Budget. This is the 
order that describes who is to perform what tasks. For all intents and purposes, EO 
12656 outlines the Primary Mission Essential Functions (PMEF) and Mission Es-
sential Functions (MEF) for each executive branch function. There is not a lot left to 
the imagination in this order, and it represents a clear understanding from the White 
House of what it expects from each executive branch function.  
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Federal Plan Types and Tasks
Federal plans are designed to do different things at different times. When you find a plan 
that looks incomplete, think about what that plan was designed to do. No plan does ev-
erything, so when one plan appears lacking; the chances are good there is another plan 
to cover the issue you are concerned about. Federal plans fall into one of these three 
major categories: Continuity of Operation (COOP), Continuity of Government (COG), 
and Enduring Constitutional Government (ECG). Each has special components to meet 
specific requirements. We will not go into great detail here to describe the mechanics of 
these plans, but knowing what each kind of plan is designed to accomplish is very help-
ful in understanding how the different plans work together.   

Continuity of Operation Plan (COOP)
COOPs are individual organizational efforts within organizations, agencies, or depart-
ments within a branch of government and provide guidance, both specific and general, 
as to how the individual organizations, agencies, or departments are to ensure they can 
continue to perform their respective duties. 

Continuity of Government (COG)
COG plans are coordinated organizational efforts within branches of government to 
ensure the eight National Essential Functions (which will be described in detail soon) are 
continuously protected, supported, and provided. 

Enduring Constitutional Government, (ECG)
ECG plans are cooperative efforts between the three branches of government — legisla-
tive, executive, and judicial — coordinated by the president, where each branch does its 
part in a mutually supporting and friendly manner to ensure the eight National Essential 
Functions are continuously protected, supported, and provided for the express purpose 
of preserving the constitutional framework under which the nation is governed.  

Important Definitions
Continuity of Government (COG). Activities that address the continuance of 
constitutional governance.

Continuity of Operations (COOP) Plans. Ensure the continued performance 
of core capabilities and/or critical government operations during any potential 
incident.

Enduring Constitutional Government (ECG). ECG plans are cooperative ef-
forts between the three branches of government.

Presidential Directives & Executive Orders. In relation to incident response, 
PDs & EOs provide authority to Federal agencies to make plans and take actions.

Emergency Operations Plan (EOP). The ongoing plan maintained by various 
jurisdictional levels for responding to a wide variety of potential hazards. (All 
Hazards Approach)

Incident Action Plan (IAP). An oral or written plan containing general objectives 
reflecting the overall strategy for managing an incident.

Recovery Plan. A plan developed to restore the affected area or community.
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 Roles and Responsibilities 
Checks and balances are a big part of how government works in the United States, and 
it is important to maintain this balance, especially in times of emergency. No one part 
of government is allowed to have sole authority over “Caesar’s Trifecta” of manpower, 
material, and authority to command. We see this represented in the three separate 
branches of government. We can see these same ideas in the roles and responsibilities 
of disaster response, where it is less about defense of Freedom and more about being 
able to concentrate on providing the different aspects of required services well. You will 
find that the providers within the plans fall within one of three major groups: Service 
Providers, Material Providers, and Authority Providers.   

Service Providers and Technical Leadership
These groups will have the capability and skills to take action. They do not have the 
authority to take action without permission and do not provide their own long-term re-
sources. Examples of Service Providers are the police, fire department, and military.

Material Providers and Control Elements
These groups have the resources in the form of money to pay for manpower and ma-
terials to do the things that need to be accomplished, but will not have the authority to 
take action and may not have the skills to use the materials they can provide. The best 
example of this is FEMA. They have resources and the ability to control large operations, 
but rely on Local and State Government to bring Service Providers and technical leader-
ship. 

Authority Providers
These groups have the power to start and stop the actions of Service Providers. This 
idea of needing authority to take action is a very important form of control and comes in 
the form of jurisdiction, which we will discuss in detail in a later chapter. Elected officials 
are Authority Providers. 
With no one group having all three powers, each group is dependent upon the others to 
get the job done. Working together, the balance of power is maintained between Local, 
State, and Federal Government. At the State, Local Government, and private-sector 
level, it is important that resources be separate from government control. This is the 
strength behind how a representative republic and capitalism work together. The table 
below provides a visual representation of the providers and their respective roles.

 

Federal Plan Participants

Group Participants Provide
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This graphic shows the Planning P twice; on the left (bottom) are the methods used to 
generate product, on the right (top) are the actions and products generated by those 
methods.
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Planning Process for Developing an IAP
This process is to establish the operational requirements of the IAP. It is an operational 
mirror image of the strategic Plan Development Process. Note that the IAP is just one 
of the products generated during the Planning Process for Developing an IAP, but it is 
the major item. As pointed out earlier, all of these actions work at the operational level 
except for the last set which is operational but has direct tactical applications. The com-
ponents are:

1. Understand the Situation
2. Establish Incident Objectives and Strategy
3. Develop the Plan
4. Prepare and Disseminate the Plan
5. Execute, Evaluate, and Revise the Plan

1. Understand the Situation
The first phase includes gathering, recording, analyzing, and displaying situation, re-
source, and incident potential information in a manner that will facilitate:

• Increased situational awareness of the magnitude, complexity, and potential impact 
of the incident; and

• The ability to determine the resources required to develop and implement an effec-
tive IAP

2. Establish Incident Objectives and 
Strategy
The second phase includes formulating and prioritizing measurable Incident Objectives 
and identifying an appropriate strategy. The Incident Objectives and Strategy must con-
form to the legal obligations and management objectives of all affected agencies. These 
may also need to include specific issues relevant to critical infrastructure.
Reasonable alternative strategies that will accomplish overall Incident Objectives are 
identified, analyzed, and evaluated to determine the most appropriate strategy for the 
situation at hand. Evaluation criteria include public health and safety factors, estimated 
costs, and various environmental, legal, and political considerations.

3. Develop the Plan
The third phase involves determining the tactical direction and the specific resource, 
reserves, and support requirements for implementing the selected strategies and tactics 
for the Operational Period.
Before the formal planning meetings, each member of the Command and General Staffs 
is responsible for gathering certain information to support the proposed plan. All Com-
mand and General Staff members have responsibilities for planning and the goal is to 
generate a tactical plan in the form of an IAP.

Incident Commander
• Provides overall Incident Objectives and Strategy
• Establishes procedures for Incident Resource Ordering
• Establishes procedures for resource activation, mobilization, and employment
• Approves completed IAP by signature

Sample
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    (With Safety Officer)
• Reviews hazards associated with the incident and proposed tactical assignments
• Assists in developing safe tactics
• Develops safety message(s)

Operations Section Chief
• Assists in identifying strategies
• Determines Tactics to achieve Incident Objectives
• Determines work assignments and resource requirements.

    (With Safety Officer)
• Reviews hazards associated with the incident and proposed tactical assignments
• Assists in developing safe tactics

Planning Section Chief
• Conducts the planning meeting
• Coordinates preparation and documentation of the IAP

Logistics Section Chief
• Ensures that resource ordering procedures are communicated to appropriate 

agency ordering points
• Develops a transportation system to support operational needs.
• Ensures that the Logistics Section can support the IAP
• Completes assigned portions of the written IAP
• Places order(s) for resources

Finance / Admin. Section Chief
• Provides cost implications of Incident Objectives, as required
• Ensures that the IAP is within the financial limits established by the Incident Com-

mander
• Evaluates facilities, transportation assets, and other contracted services to deter-

mine if any special contract arrangements are needed

4. Prepare and Disseminate the Plan
The fourth phase involves preparing the plan in a format that is appropriate for the level 
of complexity of the incident. For the initial response, the format is a well-prepared 
outline for an oral briefing. For most incidents that will span multiple Operational Periods, 
the plan will be developed in writing according to ICS procedures.

5. Execute, Evaluate, and Revise the Plan
The Planning Process includes the requirement to execute and evaluate planned activi-
ties and check the accuracy of information to be used in planning for subsequent Opera-
tional Periods. The General Staff should regularly compare planned progress with actual 
progress. When deviations occur and when new information emerges, that information 
should be included in the first step of the process used for modifying the current plan or 
developing the plan for the subsequent Operational Period.

Sample
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References: ICS-300 Unit 6 Resource Management, IS-703 Unit 6 Resource 
Management.
The ICS Resource Management process is the specific method of Resource Man-
agement used within an incident. It is the standard for Incident Commander and Uni-
fied Command Resource Management received from agencies and departments for 
the purpose of incident mitigation. This is different than agency level ICS Resource 
Management in that agency level management is about anticipation of needs and 
the incident level management process is based upon identified need. 

 Establishment of resource needs
 Kind, Type, & Quantity

 Resource Ordering
 Approving & Placing Orders
 Single Vs. Multi-point ordering
 Resource Order Information Elements

 Check-in and Tracking
 Check-In Process ICS FORM 211
 Assignment (Supervisor & Staging area)
 Staging Area Management
 Assignment to Base or Camp

 Resource Utilization and Evaluation
 Accounting for Responders - Badging
 Security - Dispatched vs. Self-dispatched
 Assigned, Available, & Out of Service
 Resource Status Record Keeping
 Resource Evaluation

 Resource Demobilization
 Criteria for release from operations 

 Identify Requirements
 Totals: Agency, Incident, MAC

 Order & Acquire 
 Budget & Purchase
 Receive, Store, & Maintain
 Train and Credential

 Mobilize                        
 Receive support request
 Confirm assets
 Man & Equip 
 Fund & Transport

 Track & Report        
 Monitor (Personnel, Equip, Time)
 Expenditures & Reimbursables
 Resource Status Record Keeping
 Rest / Rotate
 Resource Evaluation

 Recover/Demobilize   
 Receive, Assess, Repair, Replace

 Reimburse 
 Recoverable expenses

 Inventory Preparation 
 Anticipated Requirements 
 Plans (Plans & Contingencies)
 Agreements (MOUs, MOAs, Mutual Aid)
 Requirements, Have, & Need Lists

 Inventory Assessment
 Post-Incident Resource Assessments
 Lessons Learned

ICS Resource Management 
- Agency -

(Before, During, After)

ICS Resource Management Process
- IC / UC - (During)Incident

Agency level to Incident level

Logistics 
Cycle

Inner-
Agency 

   ICS Resource Management

Note the difference in the scale of consideration of issues between agency level 
and incident level Resource Management. As plans become orders anticipation is 
replaced with identified needs, storage is replaced with distribution, skills training 
and credentialing is replaced with assignment of tasks, budgets become executed 
contracts; ideas are now actions.  
The ICS Resource Management Process includes the following steps outlined below. 
Each of these steps has specific standardized methods that are used in order to 
make the process familiar to all personnel. This common expectation of methodology 
saves time and improves the effectiveness of the process because the learning curve 
for how to identity, order, and manage resources is completed before the incident.       

Management Process
ICS Resource
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• Establishment of Resource Needs 
• Resource Ordering
• Check-In Process and Tracking 
• Resource Utilization and Evaluation 
• Resource Demobilization

I. Establishment of Resource Needs 

 

I. Establishment of Resource Needs (Kind / Type / Quantity) 
 - Tools – ICS FORMs 215 & 215A
 - Kind & Type, and Quantity
 - Building safety into the planning process
II. Resource Ordering (Request and Acquisition) 
III. Check-in Process and Tracking (Status and Location) 
IV. Resource Utilization and Evaluation (Using the Resources Effectively) 
V. Resource Demobilization 

This “first step” of the ICS Resource Management Process should be seen as a 
starting point in a cyclic process. Although it serves as an initial starting point it is 
also part of a larger process within the Planning P and the ICS Resource Manage-
ment Process functions in synchronization with the ICS Planning Process. 

The initial assessment of resource needs will be based on the immediately identifi-
able needs of the incident and some details will not be known until responders have 
a chance to collect more information on the situation. As an incident grows in size or 
complexity the establishment of resource needs is a much more involved task. The 
take away point is that Incident Command should not wait for “perfect understand-
ing” in an incident. They should be diligent in the first assessment, make a plan 
based on the available information, and then commence with the known objectives. 
There will be an opportunity to refine and adjust the resource needs as more infor-
mation becomes available. 

During a small incident this process can be conceived and managed by a single 
person. Where only one jurisdiction is primarily involved the resources ordering 
process is typically prepared at the incident, approved by the Incident Commander, 
and transmitted from the incident to the jurisdiction or agency ordering point. The ex-
isting hierarchy within the jurisdiction does not need to delegate authority to mobilize 
resources and make expenditures for material. 

A. Tools (ICS Forms 201, 215 and 215A)
The ICS Forms used for this activity are the Incident Briefing, ICS Form 201, the 
Operational Planning Worksheet (ICS Form 215) and the Incident Safety Analysis 
ICS FORM 215A.
ICS Form 201, Incident Briefing
The Incident Briefing, ICS FORM 201 provides the Incident Commander (and the 
Command and General Staff assuming command of the incident) with basic informa-
tion regarding the incident situation and the resources allocated to the incident. From 
the logistical perspective, the ICS FROM 201 provides the initial accounting of avail-
able resources. This will be vital information during the staff and tactics meetings. 
Remember the basic formula:

Mission Requirements – Resources On-Hand = Resource Request

Sample

Get this and other SMARTbooks at: www.TheLightningPress.com



10-12  ICS Resource Management Process

R
esource

M
gm

t P
rocess

R
es

ou
rc

e
M

gm
t 

P
ro

ce
ss

Single vs. Multi-Point Ordering
Single Point Ordering
The concept of Single Point resource ordering is that the burden of finding the requested 
resources is placed on the responsible jurisdiction / agency dispatch / ordering center 
and not on the incident organization. Off incident resource ordering provides some 
advantages and is the preferred method of resource ordering. On smaller incidents this 
method works very well especially when a majority of the resources are coming from one 
jurisdiction or from other Local jurisdictions that are familiar with the personnel and poli-
cies the centralized dispatch / ordering center.

Source
Source

Source

Multi-Agency 
Ordering Point

Logistics 
Section

Fin/Admin 
Section

Planning 
Section

Operations 
Section

Incident 
Command 
(Approval)

- CMD Staff -
Public Info, 

Safety, 
Liaison

Plans &
ICS 215s

ICS 308 or 213
& Requests

All ICS functions
exactly the same as 
Multi-Point Ordering

Greater burden 
on Agency 

Ordering Point

Incident

Support

Source

Source

Source

   Single Point Ordering

However, Single Point resource ordering may not be feasible when: 
• The dispatch / ordering center becomes overloaded with other activity and is un-

able to handle new requests in a timely manner 
• Assisting agencies at the incident have policies that require all resource orders be 

made through their respective dispatch / ordering centers 
• Special situations relating to the order may necessitate that personnel at the 

incident discuss the details of the request directly with an off-site agency or private-
sector provider 

The first choice solution to this is to establish a multi-agency ordering center with repre-
sentatives from the respective agencies and activates providing support to the incident. 
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Multi-Point Ordering
Multi-Point ordering is when the incident orders resources from several different order-
ing points and / or the private sector. Multi-Point off-incident resource ordering should 
be done only when necessary. Multi-Point ordering places a heavier load on incident 
personnel by requiring them to place orders through two or more ordering points. It also 
requires tremendous coordination between and among ordering points, and increases 
the chances of lost or duplicated orders.

Source

Source

Source

Agency #2 
Ordering Point

Logistics 
Section

Fin/Admin 
Section

Planning 
Section

Operations 
Section

Incident 
Command 
(Approval)

- CMD Staff -
Public Info, 

Safety, 
Liaison

Plans &
ICS 215s

Incident

Support

Agency #3 
Ordering Point

Agency #1 
Ordering Point

Source

Source
Source

Source

ICS 308 or 213
& Requests

All ICS functions
exactly the same as 
Single Point Ordering

Greater burden on 
Logistics Section

   Multi-Point Ordering

This option should be reserved for situations where there is a compelling reason to draw 
the majority of the coordination in to the logistics section. There could be several situations 
that would make Multi-Point ordering advantages but each incident should be examined 
independently before this option is selected. Some examples of possible reasons are: 

• Large geographic areas are affected by the incident or there are significant physi-
cal barriers to travel. Examples of this could be requirements of ICS Divisions or in 
the case of an incident that crossed State or National boundaries.  

• The incident has disrupted infrastructure to the point where the power and 
communication capabilities are dependent upon the resources deployed to the 
incident.  

• Special circumstances require the use of separate ordering agencies as in the 
case of federalized military forces, special nuclear, biological, and chemical ele-
ments, or political considerations that make Multiagency Coordination impractical.
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References: ICS-300 Unit 7: Demobilization, Transfer of Command, and Close-Out.

Within the context of deployment, the factors of demobilization are addressed 
with the intent of framing demobilization in relation to the other dynamics affecting 
resources as well as Incident Commands. This is done to demonstrate the complexi-
ties of demobilization and to provide understanding of, and options for, dealing with 
that complexity.     

   ICS Demobilization

Demobilization and the Resource Deployment Cycle 
Demobilization seems like a simple concept; once the incident is mitigated, respond-
ers count their equipment, collects their receipts and vouchers, and everyone gets 
to go home again. But let’s take a moment to put this activity into perspective. The 
reality is that demobilization is just one aspect of a larger cycle that resources take 
part in when they are deployed. To understand the impacts of demobilization it is 
necessary to understand all the phases a resource encounters during the Resource 
Deployment Cycle.

The Resource Deployment Cycle is a narrative description of the steps and phases 
that take a resource through its service within an incident. The deployment cycle 
is just a small piece of Resource Management. It takes years to equip and train a 
response resource. It takes hundreds of hours of negotiation to agree upon how 
resources can and should be used. And finally it takes months of negotiation and 
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Demobilization
• Demobilization and the Resource Deployment Cycle 

 Tools and Considerations
• ICS FORM 211 Demobilization Check Out
• Demobilization of Command and General Staff
• Demobilization and Transfer of Command
• Area Command in Demobilization Process

The Plan
• The Importance of Demobilization Planning
• IMT responsibilities in the Demobilization planning process
• Impact of Agency Specific Policies, Procedures, and agreements 
• The Demobilization Plan
• Sections of the Demobilization Plan

The Close Out
• Closeout Considerations
• After Action Review

Demobilization
ICS
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coordination to generate the agreements required to allow the release of resources 
and the expenditure of funds. 

Thousands of separate agencies and departments work, build, train, and coordinate 
within NIMS and ICS in order to create a system of available recourses to respond 
to an incident. All for the express purpose of providing resources to an Incident 
Commander or Unified Command with the understanding and expectation, that each 
agency will get their resources back. Where many agencies have years to prepare 
and provide, the Incident Command only has the duration of the incident to utilize 
and return. When IC / UC’s understand that the demobilization process is just one 
step in this whole deployment cycle, they will gain a better understanding of where 
demobilization fits into it. Because of the level of detail and documentation required 
for demobilization, the IC must start the process of planning for the return of any 
resource as soon as a resource is received. This recommendation will be repeated 
throughout the chapter to emphasize the point.  

IMT Assessment and assignment

ICS request
Agency mobilizes Resource

Resource released to travel by agency 

Resource Check-in with IMT

IMT receives ETA

Resource communications with
Home Agency, sends reports 

& updates throughout incident 

Resource identified for Demobilization

Resource released for travel by IMT / Check-out

Briefings, Safety inspection, AARs, & Check-out

Recovery

Agency confirms resource arrived safe

IMT Activities

Agency Activities

Agency Control

IMT Control

Note that during travel the element that released the resource is accountable 
for the resource until it is confirmed as “Arrived Safe” at its final destination.

Agency Receives ETA

IMT Confirms resource arrived safe

Resource received 
by home agency

Demobilization Planning begins

1

2

3

1
2

3

Mobilization Phase
Utilization Phase

Recovery Phase

   Resource Deployment Cycle

The graphic above depicts the general activities of the mobilization, utilization, and 
recovery of a resource. The details of the demobilization portion of this cycle are the 
subject of this chapter. They will be covered in great detail but for now take in the 
entirety of the cycle and understand the one significant underlying truth; The IC / 
UC never really “owns” the resource and the agency never really gives the resource 
up. The idea that the IC / UC is a steward of the resource and must return it as it 
was provided is paramount to the success of the demobilization process and the 
resource deployment cycle as a whole. The accountability for the resource is shared 
between the ICS Command and the providing agency with one party or the other 
having the primary role of command for the purpose of Unity of Command.   
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I. Resource Deployment Cycle Phases
The Resource Deployment Cycle has three phases: Mobilization, Utilization, and 
Recovery. 

Mobilization Phase:
 Request
 Mobilization
 Dispatch
 Ingress Travel

Utilization Phase:
 Receipt
 Assessment
 Assignment
 Demobilization 
 Egress Travel

Recovery Phase:
 Receipt 
 Assessment 
 Recovery

 Resource Deployment Cycle Phases

 

A. Mobilization Phase 
The mobilization phase consists of a request for a resource, the mobilization or “call 
up” of the resource, dispatch of the resource by the providing agency, and ingress 
travel to the appointed Check-In point at the incident. The providing agency is the 
command element during this phase. 

1. Request
The request for resources will come to the agency through some official means of 
communication. This is an important control measure that must be respected by the 
agency. During a small incident this may be as simple as the Incident Commander 
contacting their dispatch center for additional resources. During a large incident the 
request may be coordinated through a County, State, or Regional Emergency Op-
erations Center. The request should identify the requirement and provide all neces-
sary information using the Resource Order Information Elements. If it does not then 
the agency should ask for clarification until a complete request is provided. Official 
requests will include this vital information and the lack of it should be an indicator 
that the request may not be properly staffed. This does not mean the agency should 
ignore or refuse the request. Only that they should ensure the request is official and 
complete. 

2. Mobilize
Resource mobilization consists of calling up agency resources (usually per a prac-
ticed and properly resourced agency plan) and preparing to deploy to the incident. 
This process will be specific to the agency and often times specific to the resource. It 
is important to ensure that all preparations are complete prior to departure as there 
may not be means available to stock or complete preparations after departure.    

A note on anticipation: In many cases an agency will have a good idea that a 
resource request is expected. Agencies are encouraged to conduct notifications of 
personnel and preparations in anticipation for a request but should be careful not to 
expend significant resources during this anticipation. A verbal request from an identi-
fied official authority, with assurance of a formal request to follow, is acceptable and 
often prudent, but should the request not arrive the expense of the mobilization will 
most often be the responsibility of the agency. 
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This chapter provides definitions for terms used within ICS and NIMS. Understanding these 
terms and definitions are an important part of effective communication during planning, 
preparing for, and responding to an incident. 

Accessible: Having the legally required features and / or qualities that ensure easy 
entrance, participation, and usability of places, programs, services, and activities by 
individuals with a wide variety of disabilities.

Acquisition Procedures: Those policies and regulations used individually or collectively 
by agencies and departments to obtain resources to support operational requirements.

Agency: A division of government with a specific function offering a particular kind of assis-
tance. In the Incident Command System, agencies are defined either as jurisdictional 
(having statutory responsibility for Incident Management) or as assisting or cooperating 
(providing resources or other assistance). Governmental organizations are most often 
in charge of an incident, though in certain circumstances private sector organizations 
may be included. Additionally, Non-governmental organizations may be included to 
provide support.

 Agency Administrator / Executive: The official responsible for administering policy for an 
agency or jurisdiction, having full authority for making decisions, and providing direction 
to the management organization for an incident.

 Agency Dispatch: The agency or jurisdictional facility from which resources are sent to 
incidents.

 Agency Representative: A person assigned by a primary, assisting, or cooperating 
Federal, State, Tribal, or Local government agency or private organization that has 
been delegated authority to make decisions affecting that agency's or organization's 
participation in incident management activities following appropriate consultation with 
the leadership of that agency.

All-Hazards: Describing an incident, natural or manmade, that warrants action to protect 
life, property, environment, public health or safety, and minimize disruptions of govern-
ment, social, or economic activities.

Allocated Resources: Resources dispatched to an incident.

 Area Command: An organization established to oversee the management of multiple inci-
dents that are each being handled by a separate Incident Command System organiza-
tion or to oversee the management of a very large or evolving incident that has multiple 
incident management teams engaged. An agency administrator / executive or other 
public official with jurisdictional responsibility for the incident usually makes the deci-
sion to establish an Area Command. An Area Command is activated only if necessary, 
depending on the complexity of the incident and Incident Management Span of Control 
considerations.

 Assessment: The evaluation and interpretation of measurements and other information to 
provide a basis for decision making.
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Assigned Resources: Resources checked in and assigned work tasks on an incident.

Assignments: Tasks given to resources to perform within a given Operational Period that 
are based on Operational Objectives defined in the Incident Action Plan.

Assistant: Title for subordinates of principal Command Staff positions. The title indicates a 
level of technical capability, qualifications, and responsibility subordinate to the primary 
positions. Assistants may also be assigned to Unit Leaders.

Assisting Agency: An agency or organization providing personnel, services, or other 
resources to the agency with direct responsibility for Incident Management. See Sup-
porting Agency.

Available Resources: Resources assigned to an incident, checked in, and available for a 
mission assignment, normally located in a Staging Area.

 Badging: Based on credentialing and resource ordering, provides incident-specific creden-
tials and can be used to limit access to various incident sites.

Base: The location at which primary Logistics functions for an incident are coordinated and 
administered. There is only one Base per incident. (Incident name or other designator 
will be added to the term Base.) The Incident Command Post may be co-located with 
the Base.

Branch: The organizational level having functional or geographical responsibility for major 
aspects of incident operations. A Branch is organizationally situated between the 
Section Chief and the Division or Group in the Operations Section, and between the 
Section and Units in the Logistics Section. Branches are identified by the use of Roman 
numerals or by functional area.

Cache: A predetermined complement of tools, equipment, and / or supplies stored in a 
designated location, available for incident use.

Camp: A geographical site within the general Incident Area (separate from the Incident 
Base) that is equipped and staffed to provide sleeping, food, water, and sanitary ser-
vices to incident personnel.

Certifying Personnel: Process that entails authoritatively attesting that individuals meet 
professional standards for the training, experience, and performance required for key 
incident management functions.

Chain of Command: A series of Command, Control, Executive, or Management positions 
in hierarchical order of authority.

Check-In: Process in which all responders, regardless of agency affiliation, must report 
in to receive an assignment in accordance with the procedures established by the 
Incident Commander.

Chief: The Incident Command System title for individuals responsible for management of 
functional Sections: Operations, Planning, Logistics, Finance / Administration, and Intel-
ligence/Investigations (if established as a separate Section).

Command: The act of directing, ordering, or controlling by virtue of explicit statutory, regu-
latory, or delegated authority.

Command and Control: This term refers to the process of directing operational activities 
within a Chain of Command.  

Sample
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ICS Tools
Some important tools you should have available at the incident include: 

•	 ICS	Forms	
•	Position	Description	and	Responsibilities
•	Emergency	Operations	Plan
•	Agency	Policies	and	Procedures	Manual	
•	Maps

ICS Forms
When	receiving	ICS	forms,	some	questions	you	should	ask	yourself	about	each	form	
are: 

•	Purpose	–	What	function	does	the	form	perform?	
•	Preparation	–	Who	is	responsible	for	preparing	the	form?	
•	Distribution	–	Who	needs	to	receive	this	information?

The	following	commonly	used	ICS	forms	can	be	found	on	the	NIMS	Resource	Cen-
ter	at	http://www.fema.gov/nims:	

•	 ICS	Form	201,	Incident	Briefing	
•	 ICS	Form	202,	Incident	Objectives	
•	 ICS	Form	203,	Organization	Assignment	List	
•	 ICS	Form	204,	Assignment	List	
•	 ICS	Form	205,	Incident	Radio	Communications	Plan	
•	 ICS	Form	206,	Medical	Plan	
•	 ICS	Form	207,	Organizational	Chart	
•	 ICS	Form	209,	Incident	Status	Summary	
•	ICS	Form	210,	Status	Change	Card	
•	 ICS	Form	211,	Check-In	List	
•	 ICS	Form	213,	General	Message	
•	 ICS	Form	214,	Unit	Log	
•	 ICS	Form	215,	Operational	Planning	Worksheet	
•	 ICS	Form	215a,	Incident	Action	Plan	Safety	Analysis	
•	 ICS	Form	216,	Radio	Requirements	Worksheet	
•	 ICS	Form	217,	Radio	Frequency	Assignment	Worksheet	
•	 ICS	Form	218,	Support	Vehicle	Inventory	
•	 ICS	Form	220,	Air	Operations	Summary	
•	 ICS	Form	221,	Demobilization	Plan	
•	 ICS	Form	226,	Personnel	Evaluation	Form
•	 ICS	Form	308,	Resource	Order	Form
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A
Accountability & Dispatch/Deployment, 1-15
Accounting for Responders, 10-22
Add a Second Operations or Logistics Sec-

tion, 8-21
After Action Review (AAR) Process Steps, 

8-28
After Action Review/Corrective Action Re-

port, 8-26
Agency Administrator In-Briefing, 6-10
Agency Requirements List, 9-16
Approving & Placing Orders, 10-9
Area Command Daily Meeting Schedule 

(ICS FORM 230), 6-19
Area Command, 4-9
Area Command Meeting, 4,14, 6-13, 6-15
Area Command Staff Meeting, 6-16
Area Commander (AC), 4-10
Area Commander In-brief with ICs, 6-11
Art of Logistics, 9-1
Assessment Methods, 8-25
Assigned, Available, & Out of Service, 10-24
Assignment (Supervisor & Staging Area), 

10-20
Assignment to Base or Camp, 10-22
Assume Command, 8-6
Authorities, Policies & Guidelines, and Exter-

nal Stakeholders, 8-8

B
Badging, 10-22
Branches, 3-14
Briefings and Meetings, 6-1
Building Safety into the Planning Process, 

10-4

C
Chain of Command, 2-1, 3-2
Check-In & Assignment, 10-21
Check-In Process and Tracking (Status and 

Location), 10-18
Combine Several Incidents into an Incident 

Complex, 8-16
Command, 1-6
Command and General Staff Meeting, 5-24
Command and Staff Functions, 2-1
Command Climate, 3-4
Command Staff, 2-5, 3-12
Communication Responsibilities,  

3-10
Communications/Information Management, 

1-13
Complex Incidents, 2-8
Complexity, 4-1
Complexity Analysis, 7-3
Credentialing, 9-9

D
Dealing with Complexity, 4-1
Debriefing, 8-26
Delegation of Authority, 3-22, 3-26
Demobilization, 11-1
Demobilization Plan, 11-8
Demobilization Planning, 11-11
Demobilization Tools and Considerations, 

11-8
Deputy Incident Commanders, 2-4
Divide an Incident into Two or More Single 

Incidents, 8-17
Divisions, 3-14
Durable, Expendable, Perishable, 9-10

Index
(ICS SMARTbook)
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E
Emergency Support Functions (ESFs), 4-32
Essential Features, 1-4
Establish the Incident Command Post, 8-6
Establishing ICS at an Incident, 8-6
Establishment of Command, 1-8
Establishment of Resource Needs, 10-2
Evaluating Resource Needs, 10-29
Execute Plan and Assess Progress, 5-30
Expand the Planning Capacity, 8-18
Expanding Incident, 2-15, 3-23
Expanding Organizational Structure, 2-6

F
Facilities and Resources, 1-12
Federal Plans and their Relation to ICS, 5-2, 

5-4
Field-Level Briefing, 6-6
Finance/Administration Section, 2-14, 3-21
Formal Communication, 3-10
Forms, 13-1

G
General Hazard, 1-19
General Staff, 2-5, 3-16
Graphics, 1-15
Groups, 3-14

H
Hazard Control Zones, 1-22
Hazards, 1-19

I
IAP Planning Process, 5-10
Plan Development Process 5-11
IC/UC Develop/Update Objectives Meeting, 

5-24
ICS Forms, 6-18, 13-1

ICS FORM 308 and 213, 10-7
ICS Form 201, 5-22, 6-18, 10-2
ICS FORM 211, 10-19
ICS FORMs 215 & 215A, 10-2

ICS Graphics, 1-14
ICS Incident & Event Management, 8-1

ICS Organizational Flexibility, 7-1
ICS Organizational Options, 8-16
ICS Planning Meetings, 6-13
Identify Resources, 9-22
Incident Action Plan (IAP), 5-10, 5-22
Incident and Event Management, 8-1
Incident Briefing Form (ICS Form 201), 5-22, 

6-18
Incident Commander, 2-2, 2-4
Incident Management Assessment (IMA), 

8-24
Incident Management Team, 3-4, 7-7
Incident Objectives, 5-14, 8-10
Incident Situation, 5-14
Incident Strategies, 8-10
Incident Tactics, 8-10
Informal Communications, 3-11
Information Briefings, 6-4
Information Management, 1-15
Initial Incident Command/Unified Command 

(IC/UC) Meeting, 5-22
Initial Meeting w/Incident Commanders, 6-14
Initial Response,  5-22, 8-4, 8-6
Inventory Assessment, 9-32
Inventory Preparation, 9-20

J
Joint Field Office (JFO), 4-25

K
Kind & Type, and Quantity, 10-5

L
Leadership in ICS, 3-1

Leadership and Duty, 3-6
Leadership and Integrity, 3-7
Leadership and Management, 3-1, 3-2
Leadership and Respect, 3-8
Leadership and Span of Control, 3-8
Leadership in Incident Management, 3-4

Leadership Responsibilities, 3-4
Liaison Officer, 2-5
Logistics Cycle, 9-12
Logistics Section, 2-12, 3-20

Sample

Get this and other SMARTbooks at: www.TheLightningPress.com



Index-3

Index In
de

x

M
Major and/or Complex Incidents, 8-14
Management by Objective, 3-22, 3-24
Meetings, 6-12
Mitigation Plans, 8-30
Mobilization Phase, 11-3
Mobilize, 9-24
Multiagency Coordination (MAC), 4-15
Multiagency Coordination Groups, 4-22, 

4-26
Multiagency Coordination Meetings, 6-12
Mutual Aid and Assistance Agreements, 

4-28, 4-31, 10-18

N
National & Regional Level MAC Structure, 

4-23
National Response Framework (NRF), 4-15
National Typing Protocol, 9-6
Nested Plans, 5-10
NIMS and Resource Management, 9-2
NIMS Complexity Criteria and Types, 7-4
NIMS Components, 1-7
NIMS Principles and Practices, 9-5
Notifications, 5-22

O
Operating Guide Meeting, 6-17
Operational “O”, 5-23
Operational Period / Shift Briefing, 6-8
Operations Briefing, 5-30, 6-3
Operations Section, 2-6, 3-18
Options for Resources and Supplies, 10-14
Order & Acquire, 9-22
Organization, 2-1, 3-12
Organizational Flexibility, 7-1
Organizational Options, 8-16
Other Anticipated Requirements, 9-18

P
Perform Tactical Direction, 5-16
Plan Development Process, 5-10
Planning, 5-1

Planning “P”, 5-18, 5-23
Planning and Resource Management, 8-5
Planning Development Process Steps, 5-12
Planning for Incidents vs. Planning for 

Events, 8-2
Planning Meeting, 5-28
Planning Section, 2-10, 3-19
Planning/Organizational Structure, 1-10
Post-incident Analysis, 8-26
Post-Incident Critique, 8-26
Professionalism, 1-14
Private-sector plans & Components of Na-

tion’s Economy, 10-15
Public Information Officer (PIO), 2-5

R
Recover/Demobilize, 9-29
Recovery Phase, 11-7
Redundant, Nested, and Independent Logis-

tic Systems, 9-3
Reimbursement, 9-31 
Release Priorities, 11-15
Release Procedures, 11-15
Repeating Elements, 5-10
Resource Demobilization, 10-29
Resource Deployment Cycle Phases, 11-3
Resource Evaluation, 10-28
Resource Kind and Type, 7-6, 8-13
Resource Management, 9-1, 9-14

Resource Management Process, 10-1
Resource Order Information Elements, 10-8
Resource Ordering, 10-6
Resource Status Record Keeping, 10-26
Resource Typing, 9-4
Resource Utilization and Evaluation, 10-22
Response Capability, 2-1
Response Participation Agency Personnel, 

2-16
Response Plans, 5-7

S
S.M.A.R.T. Objective, 8-11
Safety Officer, 2-5
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Scope of Authority, 3-24
Section-Level Briefing, 6-7
Security - Dispatched vs. Self-Dispatched, 

10-23
Security Hazard, 1-24
Select Appropriate Strategy, 5-14
Service Branch, 3-20
Single Resources and Units, 3-14
Single vs. Multi-Point Ordering, 10-11
Span of Control, 3-4
Specific Exposure Hazard, 1-20
Staff-Level Briefing, 6-5
Staging Area Management, 10-20
Standardization, 1-4
State, County, & Local Level MAC Structure, 

4-24
Strategic, Operational and Tactical, 5-9
Strike Teams, 3-14
Support Branch, 3-21

T
Tactics Meeting, 5-26
Task Forces, 3-14
Terms and Definitions, 12-1
Three Cs, 4-1
Tools 

Check-In Process (ICS FORM 211), 10-19
ICS FORMs 201, 215 & 215A), 10-2 
ICS FORM 308 and ICS FORM 213, 10-7

Track & Report, 9-26 
Transfer of Command, 1-8, 3-26

Transfer of Command Procedures, 3-27
Transfer of Command Steps, 1-9
Transfer of Command/Authority Briefing, 

6-9
Travel Information, 11-16
Type 1: National and State Level (Robust/

Large Scale), 7-4, 7-7
Type 2: National and State Level (Smaller 

Scale), 7-5, 7-7
Type 3: State or Metropolitan Area Level, 

7-5, 7-7
Type 4: City, County, or Fire District Level, 

7-5, 7-7

Type 5: Local Village and Township Level, 
7-5, 7-7

U
Understand Agency Policy and Direction, 

5-12
Unified Command, 3-3, 4-4
Utilization Phase, 11-5
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Disaster management (or emergency management) is the term used to designate 
the efforts of communities or businesses to plan for and coordinate all the person-
nel and materials required to either mitigate the effects of, or recover from, natural 
or man-made disasters, or acts of terrorism. Defense support of civil authorities 
(DSCA) is support provided by federal military forces, Dept of Defense assets, 
and National Guard (NG) forces in response to requests for assistance from 
civil authorities for domestic emergencies, law enforcement support, and other 
domestic activities, or from qualifying entities for special events. 
The Lightning Press offers four specific Civil-Military/Disaster Preparedness  
SMARTbooks and a Homeland Defense & Defense Support to Civil Authorities  
(HD/DSCA) SMARTbook, plus more than a dozen related and supporting titles:

(HD/HS, DSCA, Disaster)
Related SMARTbooks

View, download samples and purchase online at: www.TheLightningPress.com. 
Join our SMARTnews mailing list to receive email notification of SMARTupdates, 
member-only discounts, new titles & revisions to your SMARTbooks!

Homeland Defense & Defense Support to Civil Authority
The Homeland Defense & DSCA SMARTbook
Multi-service reference for Federal, Interagency, States & the 
Dept. of Defense. The military will continue to play a vital role 
in securing the homeland through the execution of homeland 
defense (HD) and defense support to civil authorities (DSCA).

Disaster Response Smartbook 1:

NIMS is a systematic, proactive approach to guide depart-
ments and agencies at all levels to work together seamlessly 
and manage incidents involving all threats and hazards.

National Incident Management System (NIMS)

Disaster Response Smartbook 2:

ICS is a standardized on-scene incident management system 
to allow responders to adopt an integrated organizational  
structure equal to the complexity and demands of any crisis.

Incident Command System (ICS)

Disaster Response Smartbook 3:

Disasters can happen at any time but with some careful 
thought and little preparation you can make choices before a 
disaster strikes that can directly improve your situation. 

Disaster Preparedness

www.TheLightningPress.com
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2. “National Power” SMARTbooks (DIME is our DOMAIN!) 
Our new “National Power” series is a nested collection of supporting and related titles, but 
with a different focus and domain scope (D-I-M-E). Authored by established subject matter 
experts and industry thought leaders, National Power SMARTbooks are in-depth, single-
topic, multivolume specialty books across multiple reference categories, coupled with the same 
unique SMARTbook series approach to reference/technical writing and informational art.

1. “Military Reference” SMARTbooks  
Recognized as a doctrinal reference standard by military professionals around the world, 
Military Reference SMARTbooks represent a comprehensive professional library designed 
with all levels of Soldiers, Sailors, Airmen, Marines and Civilians in mind. SMARTbooks 
can be used as quick reference guides during operations, as lesson plans in support of training 
exercises, and as study guides at military education and professional development courses. 

www.TheLightningPress.com

3. “Digital” SMARTbooks 
SMARTbooks are now offered in your choice of hard copy, digital, or both formats! “Digital 
SMARTbooks” are designed to be side-by-side digital companions to our hard copy, print 
editions. Access your entire SMARTbook digital library on your portable device when 
traveling, or use the hard copy edition in secure facilities (SCIF), tactical or field environments.

SMARTbooks
DIME is our DOMAIN! (Military & National Power Reference)

Sample
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On-Scene, All-Hazards Incident Management

www.TheLightningPress.com

Disaster can strike anytime, anywhere. It takes many 
forms—a hurricane, an earthquake, a tornado, a flood,   
a fire, a hazardous spill, or an act of terrorism. An incident  
can build over days or weeks, or hit suddenly, without 
warning. ICS is the national standard for response. 
The Incident Command System (ICS) helps ensure  
integration of our response efforts. ICS is a standardized, 
on-scene, all-hazards approach to incident management. 
ICS allows responders to adopt an integrated organi-
zational structure that matches the complexities and 
demands of the incident while respecting agency and 
jurisdictional authorities.
This SMARTbook provides a detailed explanation of ICS as 
outlined in FEMA Emergency Management courses 
100, 200, 300, 400, 700, 703, and 800; including 2015 
updates. It is designed to serve as an introduction to ICS  
concepts, methods, and organization, as a pocket reference 
for experienced responders, or as a desk reference for 
emergency planners, community leaders, or any responder 
involved in the Multiagency Coordination process. 

TM

Part of our “National Power” series!

DIME is our DOMAIN!
SMARTbooks: Reference Essentials for the Instruments of National Power

Incident Command 
System (ICS)

Sample
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